
IT INVOLVED WORKING CLOSELY 
WITH DEVELOPERS AT CENTRIFY

I am happy to announce that Remote Desktop Manager 
2020.2 now features integration with leading zero-trust 
privilege services provider Centrify.
 
The integration was requested by a member of our 
community, and it involved working closely with 
developers at Centrify.

New Remote Desktop Manager 2020.2 Integration: Centrify

https://blog.devolutions.net/2020/06/new-release-remote-desktop-manager-2020-2-now-available
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Store Centrify credentials in RDM and easily connect to your instance.
 
 

Authorizations
 
For security, the API call to Centrify makes the following user authorizations mandatory in order to access 
the credentials list:

• Permission to “check out” the accessed account

• Either “Privileged Access Service Administrator” or “Privileged Access Service Power User” 

administrative right

 
 
Authentications
 
For additional security, users must also successfully pass a challenge (one challenge is mandatory, while 
a second challenge can be added). Here is a list of the MFA options that are supported at this time:

https://webdevolutions.blob.core.windows.net/blog/2020/07/Remote-Desktop-Manager-Integration-centrify-1.png
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Tell Us What You Think
 
We hope you find this new integration with Centrify helpful, and that it enhances your ability to secure and 
control the IT chaos in your environment. Please share your feedback by commenting below, or by posting 
in our forum. Also let us know if you would like to see any new integrations in Remote Desktop Manager. We 
are always listening to you!

https://webdevolutions.blob.core.windows.net/blog/2020/07/Remote-Desktop-Manager-Integration-centrify-2.png
https://remotedesktopmanager.com/

